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* * * 1st Change * * * 

4.12a.5
UE Requested PDU Session Establishment via Trusted non-3GPP Access

After the UE registers to 5GC via trusted non-3GPP access, the UE may request a PDU Session establishment by using the same procedure as the one specified in clause 4.12.5 for untrusted non-3GPP access, with the following modifications:

-
The N3IWF in Figure 4.12.5-1 should be substituted with a TNGF and the Untrusted non-3GPP access should be substituted with a Trusted non-3GPP Access Point (TNAP).
-
The TNGF may send a TNGF Identities parameter to AMF inside an N2 Uplink NAS Transport message. The TNGF Identities parameter contains a list of identifiers (i.e. FQDNs or IP addresses) of N3 terminations supported by the TNGF. If received by the AMF, it shall forward it to the SMF, which may use it as input to UPF selection. Alternatively, the TNGF may send the TNGF Identities parameter to AMF when the N2 association for the UE is established, i.e. inside an N2 Initial Context Setup Response message.
-
The IKEv2 Create Child SA Request message that is sent by the TNGF to UE (in steps 4a and 4c), in order to establish a child SA for one or more QoS flows, shall also include Additional QoS Information. The Additional QoS Information shall contain:

a)
If the IPsec child SA carries a GBR flow: QoS Characteristics and GBR QoS Flow Information:

-
The QoS Characteristics are associated with the 5QI of the GBR flow and are defined in TS 23.501 [2], clause 5.7.3. The TNGF either receives the QoS Characteristics via the N2 interface (in case of a dynamically assigned 5QI), or is pre-configured with the QoS Characteristics (in case of a standardized 5QI).

-
The GBR QoS Flow Information (defined in TS 38.413 [10]) is part of the QoS Profile received via the N2 interface and contains: MFBR, GFBR, optionally a Notification Control, and optionally Maximum Packet Loss Rate. The Notification Control is not used by the UE.

b)
If the IPsec child SA carries a non-GBR flow: QoS Characteristics:

-
The QoS Characteristics are defined in bullet a) above.


The TNGF may aggregate multiple GBR flows or multiple non-GBR flows into the same IPsec child SA. In this case, the TNGF derives, in an implementation specific way, the QoS Characteristics of the aggregated flow by considering the QoS Characteristics of the individual flows. Similarly, the TNGF derives, in an implementation specific way, the GBR QoS Flow Information of an aggregated GBR flow by considering the GBR QoS Flow Information of the individual GBR flows.

NOTE:
The above behaviour of the TNGF does not create any impact on the N2 interface.

-
After receiving an IKEv2 Create Child SA Request message, the UE shall use the Additional QoS Information contained in this message to determine what QoS resources to reserve over the non-3GPP access, including e.g. guaranteed bit rates and delay bounds for UL/DL communication. How the UE determines what QoS resources to reserve over the non-3GPP access and how these QoS resources are reserved, is outside the scope of 3GPP specifications.

-
If the UE fails to reserve QoS resources over non-3GPP access for the QoS flows associated with the child SA (e.g. because the non-3GPP access network rejects the allocation of the requested bit rates), the UE shall reject the IKEv2 Child SA Request.

* * * End of Changes * * * 

